
FOI 182_2024 Response 

Request 

Dear valued customer,   

I am writing to you on behalf of Philips UKI Hospital Patient Monitoring team.   

We would like to place a Freedom of Information request, wishing to obtain an Install Base report 

for Monitoring systems within high acuity areas at your NHS hospitals. We are specifically looking for 

the following information:  

  

• Hospital Name:   

• Hospital Postcode:  

 

Question  Critical 

Care  

Theatre 

Monitoring  

Coronary 

Care  

Emergency 

Dept  

Neonatal 

ICU  

Special 

care baby 

Unit 

(SCBU)  

Monitoring 

OEM  

            

Model              

Installation 

Date*  

            

Number of 

beds in 

specific area  

            

Number of 

beds with 

Fixed patient 

monitoring  

            

Are the 

monitors 

connected to 

an EPR?  

            

Who is the 

EPR supplier?  

            

 

*Please provide year of installation, where various please provide number installed within each 

specific year  

  



Additional Questions  

• How many anaesthetic rooms do you have in Theatres?  

• How many theatre rooms do you have?  

• Do you have a telemetry system for coronary care?  

• How many telemetry systems do you have?  

 

System Definitions:  

• High Acuity – A hospital that provides patients with acute care and closer monitoring e.g. 

critical care/intensive care.  

• EPR – An electronic patient/health record is a digital version of a patient's paper chart.  

• OEM – original equipment manufacturer e.g. Philips.  

• Telemetry – A wireless monitoring solution which provides constant monitoring for mobile 

patients.  

 

Response  

Please note that Birmingham and Solihull Mental Health Foundation Trust explicitly provide mental 
health services and do not provide physical healthcare like an Acute Trust. 

Your request for information is therefore not applicable to the Trust. 

However we can confirm that we do have an electronic patient/health record. This is called Rio, and 

is provided by The Access Group. 

The system was first installed in 2010 and is used on a Trust wide basis  

 

 


